Руководство по эксплуатации

Устройства для тестирования Wi-Fi сетей на уязвимости

**Приобретая данное устройство, конечный пользователь обязуется использовать его исключительно для взаимодействия только с собственными сетями.**

1. **Основное положение.**

Устройство предназначено для этического тестирования беспроводных Wi-Fi сетей на уязвимости, в частности: сканирования точек доступа, проведения деаутентификации и создания клона точки доступа (Злой двойник).

1. **Взаимодействие с устройством.**

Управление осуществляется через Web-интерфейс. Включите устройство переключением тумблера на боковой грани. Для доступа к интерфейсу, подключитесь к Wi-Fi сети с телефона или компьютера.

Название:“ESP-WiFi”

Пароль к Wi-Fi сети: 11111111

Доступ к интерфейсу осуществляется по адресу http://192.168.4.1

**3. Интерфейс.**

На веб-странице доступны функции:

- Сканирование сетей

- Отображение таблицы найденных сетей

- Кнопка Deauth — отправка деаутентификационных пакетов

- Кнопка Clone AP — создание клонированной WPA2 точки доступа

**4. Совершение атак.**

После сканирования сетей, выберите Вашу сеть и метод атаки, который Вы планируете совершить. После выбора, вы получите уведомление о запуске соответствующей атаки.

5. **Обслуживание устройства.**

Модуль имеет разъем USB-Type C для зарядки. Также устройство обладает LED-индикаторами заряда.